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Message from the Steering Committee

Welcome to the World Congress on Internet Security (WorldCIS-2015). The WorldCIS-2015 conference is an opportunity for researchers and practitioners to exchange ideas about past, present and future trends in Internet Security. The WorldCIS-2015 received 392 papers from 65 countries of which 98 were accepted including 1 Panel Discussion and 5 Posters. A double blind paper evaluation method was adopted to evaluate each submission and selected papers will appear in high impact International Journals.

Many people have worked very hard to make this conference possible. We would like to thank all who have helped in making WorldCIS-2015 a success. The executive committee and Technical Program members each deserve credit for their excellent job. We thank the Keynote Speakers who have contributed to WorldCIS-2015, Dr Liqun Chen and Dr Aspen Olmsted for agreeing to participate in the WorldCIS-2015.

We also like to acknowledge our appreciation to the following organisations for their support: IEEE UK/RI Computer Chapter, Infonomics Society, HP, College of Charleston and Canadian Teacher Magazine. The long term goal of WorldCIS is to build a reputation and respectable conference for the international community.

On behalf of the WorldCIS-2015 Executive members, we would like to encourage you to contribute to the future WorldCIS as authors, speakers, panellists, and volunteer conference organisers. We wish you a pleasant stay in Dublin, and please feel free to exchange ideas with other experts.

General Chair
Professor Charles Shoniregun, Infonomics Society UK and Republic of Ireland

General Vice-Chair
Bernd Markscheffel, Technische Universität Ilmenau, Germany
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